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General cybersecurity legislation

Cybersecurity NIS Directive - Cybersecurity Cybersecurity Act -
Strategy - 2013 2016 Package - 2017 2019

Energy-specific cybersecurity legislation

Regulation of the Security of Gas Clean Energy for all Europeans -
Supply - 2017 2019

Network Code

Risk Preparedness

Real time

requirements he eng
cybersecurity

Stakeholder consultations - 2018

Information Guidance on NIS Guidanc
sharing implementation beyond N

plementation”

Events, Work stream 8 — NIS Commission
Workshops, Cooperation Group Recommendation
EE - ISAC C(2019)2400 final
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Planning Network Code

Step 1: Step 3: Step 4:

Step 2: Consulatation of
First Deliverable DSO&TSO

associations

Work achieved April 2020 Work in progress until September 2020

3.2.2020 30.4.2020 15.8.2020 30.09.2020

Second
Deliverable

Identification of the
NC key areas

European
Commission




Next steps:

 Follow-up on the Recommendation

« Consider cybersecurity in regional/national
Risk Assessments

 Draft Network Code on cybersecurity




More info on
https://ec.europa.eu/energy/topics/energy-security _en
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