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Cyber Security – the regulatory challenge

• Enhancing digitalisation of the energy sector moves cyber security in energy 
market policy focus

• Challenges for energy regulators 

 prudent assessment of cost-coverage for cyber security measures 
undertaken by system operators 

 protection of strategic infrastructure
 specific cyber security requirements also in context with implementation of of 

REMIT Regulation 1227/2011
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Cyber Security – new focus in ECRB work

• Work Program 2019 – targeted cyber security deliverables

1. Knowledge building
2. Recommendations for the Energy Community Contracting Parties’ regulators related to 

cyber security as regards the role and responsibilities in the context of cyber security
3. Recommendations for the Energy Community Contracting Parties’ regulators related to 

cyber security in context with implementation of REMIT Regulation 1227/2011
4. Learning from experience gained on CEER and ACER level

• Results will also feed as regulatory input to the newly established Energy 
Community Cyber Security Coordination Group

• All deliverables should be as much as possible aligned with EU praxis
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Thank you 
for your attention!
G.pangani@gnerc.org
www.energy-community.org – institutions: ECRB


