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WHY A NETWORK CODE ON CYBERSECURITY FOR 
ELECTRICITY SECTOR

Electricity sector is not 

standard… 

The global scenario of Cyber Threats is 

getting worse…

Energy Transition and associated 

Digitalization is enlarging the cyber 

attack surface…



WHAT IS IN THE NETWORK CODE ON CYBER?

I. General provisions (monitoring & Benchmarking)

II. Governance for cybersecurity risk Management

III. Risk management at Union and regional level

IV. Common electricity cybersecurity Framework

V. Risk analysis at Member State Level
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VI. Risk management at entity level

VII. Harmonising product and system requirements and verification

VIII. Essential information flows and Crisis Management

IX. Electricity cybersecurity exercise framework



THE TIMELINE… WHERE WE ARE NOW?



THE TIMELINE (BIRD’SVIEW)

Implementation of the 

Network Code on 

Cybersecurity

TRANSITION PERIOD  (18 MONTHS)

Full 
Enforcement

6 months

6 months



NEXT STEPS

Review of the Public 
Consultation 

Feedback

Drafting Committee, 
ENTSO-E & EU DSO 

Entity  Review

ENTSO-E & EU DSO 
Entity Aproval

Final Deliverable to 
ACER

14/01/2022

All the relevant information can be found

here: Cybersecurity (entsoe.eu)

https://www.entsoe.eu/network_codes/nccs/

