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General cybersecurity legislation

Cybersecurity NIS Directive - Cybersecurity Cybersecurity Act -
Strategy - 2013 2016 Package - 2017 2019

Energy-specific cybersecurity legislation

Regulation of the Security of Gas Clean Energy for all Europeans -
Supply - 2017 2019
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sharing implementation beyond N
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Network Code on cybersecurity

 Electricity Regulation (EU) 2019/943, Article 59 (2) empowers the
Commission to adopt a delegated acts supplementing this Regulation in

accordance with Article 68 concerning the establishment of network codes in
respective areas.

» For cybersecurity the Article 59 (2) (e) foresees sector-specific rules for cyber
security aspects of cross-border electricity flows, on common minimum
requirements, planning, monitoring, reporting and crisis management.
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Network Code on cybersecurity
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More info on
https://ec.europa.eu/ener
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https://creativecommons.org/licenses/by/4.0/
https://ec.europa.eu/energy/topics/energy-security_en
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